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Introduction

Welcome to our fourth edition 
of Insights where we discuss 
the continuation of signifi-
cant change in the banking 

industry. Globally we have observed:  

•	 Unprecedented change to business 
models including cost optimisation, 
and the reevaluation of product offer-
ings and sources of revenue streams;

•	 A continuing increase in regulation 
and the requirement for more informa-
tion and more precision in informa-
tion reported, and increased capital 
requirements;

•	 A focus on customer centricity with 
customers looking to engage in new 
ways with their banks. This includes 
the desire for tailored banking services, 
and new channels to interact with their 
bank (e.g. mobile applications);

•	 Shareholders continuing to seek 
acceptable returns on equity, less 
reputational risk, and the effective 
identification and management of 
significant risks; and

•	 An increased IT agenda including 
the increased harnessing of data to 
understand trends in client behaviours 
and needs, irregularities, to drive new 
revenue opportunities. This is com-
monly referred to as Data & Analytics.

In addition, low interest rates and chal-
lenges within loan and mortgage portfolios 
continue to prevail in Bermuda.

We discussed these matters with repre-
sentatives of the Bermuda banking sector 
including the CEO’s, the Chairmen of each 
of the banks, and representatives of the 
Bermuda Monetary Authority, to obtain 
their insight into these trends and how 

they apply to the Bermuda marketplace. 
KPMG professionals have also provided 
insights into these trends in the Bermuda 
banking sector.

We are once again thankful to the CEO’s, 
Chairmen and the BMA for their willing-
ness to take part in our annual survey. 
Specifically, we would like to acknowledge 
the involvement of Mr. Michael Collier and 
Mr. Peter Horton (Bermuda Commercial 
Bank), Mr. Brendan McDonagh (Butterfield 
Bank), Mr. Zoran Fotak (Clarien Bank), Mr. 
Phil Butterfield and Mr. Richard Moseley 
(HSBC) and Mrs. Marcia Woolridge-
Allwood, Mr. Craig Swan and Mr. Tom 
O’Rourke (Bermuda Monetary Authority).

By
Craig Bridgewater

Head of Investments 
& Banking
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CEO Roundtable

Discussions with the CEOs 
of Bermuda’s banks

The Roundtable:
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Top, from left: Charles Thresh (Managing Director, KPMG 
in Bermuda), Neil Patterson (Chairman, KPMG in Bermuda), 
Brendan McDonagh (Butterfield Executive Chairman and 
CEO), Peter Horton (BCB CEO), Craig Bridgewater (Head of 
Investments & Banking, KPMG in Bermuda) and James Berry 
(Managing Director, KPMG in Bermuda). Bottom, from left: 
David Harper (Senior Manager, KPMG in Bermuda), Zoran 
Fotak (Clarien Co-CEO), Richard Moseley (HSBC CEO) and 
Valerie Robshaw (Manager, KPMG in Bermuda).

O
ur roundtable discus-
sion focused on fu-
ture opportunities for 
growth, new ways to 
access customers, 

using data to understand cus-
tomers’ needs and behaviours, 
and the various challenges to the 
banking sector that are currently 
on the minds of the CEOs in Ber-
muda.  

Key areas of discussion were: 

1.	 How the banks were considering fu-
ture business models and the growth 
agenda;

2.	 Cost optimisation;

3.	 Operating models that have customer 
centricity at their heart;

4.	 How banks can use data to better 
understand their customers;

5.	 Delivery channels and mobile banking; 
and

6.	 The increasing regulatory burden.

By 
Craig Bridgewater

Head of Investments & Banking

Valerie Robshaw
Manager, Banking
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Future Business Models  
and the Growth Agenda
Over the last few years since the finan-
cial crisis, there has been a redefining of 
business models in order to maintain or 
increase profits and shareholder returns. 
This has included cost optimisation or 
reduction, the search for new revenue 
streams and increased targets for cost 
efficiency ratios.

KPMG: Do you think the Bermuda 
banking industry can maintain its 
historical levels of profitability and return 
on equity? If so, how might this be 
achieved? 

Fotak: Levels of profitability and return on 
equity post 2008 do not offer a compelling 
value proposition for risk capital or equity 
holders. Operating efficiency improvements 
alone will not be sufficient to enhance 
returns to requisite levels; as such, growth 
areas need to be identified where Bermuda 
has comparative advantages to other juris-
dictions.

Horton: The dynamics of the banking sec-
tor have changed over recent years and I 
see there being two key factors impacting 
the ability to sustain profits at historical 
levels: Firstly, the increased capital costs 
and capital requirements post the global 
financial crisis. Secondly, the continued low 
interest rate environment. The challenge 
then facing banks is to realign their busi-
ness models and manage costs of capital 
and alternative income lines much more 
effectively going forward. 

McDonagh: A range of 15-20% return on 
equity in the banking sector performance 
will be achievable with a reasonable 
improvement in the economy. To achieve 
a return on equity in excess of 20%, a com-
bination of higher interest rates and a lower 
cost base is needed.

Moseley: The industry as a whole is facing 
increased regulatory and financial compli-
ance costs, increased regulatory capital 
costs and demand headwinds. The industry 
is reforming itself by optimising cost struc-
tures, using risk based pricing mechanisms 
as well as value based customer segmen-

tation. This means becoming selective 
in customer acquisition and educating 
stakeholders of the increased costs of do-
ing business. Overall, this will enable the 
industry to return to an acceptable level 
of sustainable risk and reward balance; 
however, it is unlikely to lead to a return to 
historical levels. 

KPMG: What initiatives are ongoing or 
planned in relation to cost optimisation 
and identifying new sources of revenues 
other than interest income? 

Fotak: Technological change is relentless 
and is requiring continuous improvements 
in work flows to achieve both cost efficien-
cies as well as shortened lead times in 
bringing new products to market. Interest 
income is the least compelling revenue 
stream in the current global environment of 
governmental monetary easing.

Horton: BCB is undertaking significant 
work around its technology infrastructure, 
which will be a significant driver in terms of 
increasing productivity. We see technology 
as a platform which will allow us to bring 
greater access to existing banking ser-
vices and products and, at the same time, 
provide a broader range of services to our 
clients. 

McDonagh: We are going through a period 
of continued process improvement to 
optimise our cost base. In terms of new 
sources of revenue other than interest 
income, we continue to expand our wealth 
management franchise, particularly in the 
trust division.

Moseley: Cost optimisation involves 
streamlining processes and reducing layers 
of bureaucracy in the organisation, includ-

At the Table:
Peter Horton  
CEO, Bermuda Commercial Bank

Brendan McDonagh  
Executive Chairman & CEO, Butterfield 
Bank

Zoran Fotak  
Co-CEO, Clarien Bank 

Richard Moseley 
CEO, HSBC Bank Bermuda Limited

Neil Patterson  
Chairman, KPMG in Bermuda

Craig Bridgewater  
Head of Investments & Banking, KPMG in 
Bermuda

James Berry 
Managing Director, KPMG in Bermuda

Charles Thresh  
Managing Director, KPMG in Bermuda

David Harper 
Senior Manager, KPMG in Bermuda

Valerie Robshaw  
Manager, KPMG in Bermuda
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ing looking at outsourcing non-value added 
functions and reducing the footprint of 
operations. These initiatives are ongoing 
and have become business-as-usual. In 
terms of new revenue sources, we look at 
changing customer preferences; including 
rapid expansion to alternative channels e.g. 
Mobile Banking. 

KPMG: In what areas is cost not 
considered as highly as other 
factors involved in doing business 
(e.g. compliance with regulation, 
development of new products or 
enhancing the quality of customer 
service)? 

Fotak: Cost is always considered but, 
most importantly, the frame of reference is 
economic value add. Compliance and AML 
can be positioned as a key differentiator if 
effectively implemented.

Horton: Cost is always considered, regard-
less of the area. The challenge is to ensure 
that we are investing in the business in the 
right way, to achieve the balance between 
shareholder return and building a sustain-
able business. 

McDonagh: Cost is considered less in 
specialist areas that are highly regulated, 
including Trust and Fiduciary Services and 
Asset Management.

Moseley: The costs of compliance and 
regulation, including customer onboarding 
and due diligence, as well as risk manage-
ment, have now become part of the cost 
of doing business, just like most other 
functional costs. 

KPMG: How much emphasis is being 
placed on technology or automation of 
processes to reduce costs and generate 

increases in revenue? What initiatives 
are ongoing or planned in relation to 
technology driven cost optimisation and 
revenue streams? How successful have 
these been? 

Fotak: Technology implementation without 
the corresponding updates to work flows 
can lead to disappointment. New processes 
can be threatening to people, so consider-
able time needs to be spent on appropriate 
training and development.

Horton: Significant emphasis is being 
placed on technology. A critical success 
factor of any bank going forward will be the 
extent to which they successfully lever-
age technology. I see technology as one of 
the most exciting things happening in our 
industry and we are fully embracing the op-
portunities this presents to us.

McDonagh: There is a significant empha-
sis being placed on technology, including 
increasing the functionality in direct banking 
channels, which makes it easier for custom-
ers to access our products and services. 
The biggest challenge to this new way 
of interacting with our customers is their 
willingness to participate in this manner; we 
need to influence our customers to change 
their behaviours. 

Moseley: Providing straight through pro-
cessing through online channels and mobile 
apps for transaction banking remains a key 
component of cost optimisation. Allowing 
our customers to interact in a secure man-
ner for an increasing array of products and 
services with the Bank on that basis has 
been a key component of success in this 
area. 

Customer Centricity
KPMG: Many customers are now asking 
for tailored banking products and for 
their bank to be more responsive to their 
individual needs (i.e. more customer 
centric). What does customer centricity 
mean to your organisation? 

Fotak: We view banking products as fairly 
homogenous, therefore differentiation hap-
pens when needs are identified and met 
with seamless and consistent execution.

Horton: Customer centricity to me means 
putting the customer right at the heart of 
our business and aligning our business 

around delivering a great customer proposi-
tion. I see it as critically important to provide 
a combination of easy access and a consist-
ent quality service to our clients, if we are 
to be a truly customer centric business. 

McDonagh: We have found that this trans-
lates into better access to well functioning 
technology for our customers.

Moseley: It is becoming increasingly im-
portant that we understand how customer 
information can benefit both the customer 
and the Bank by ensuring that the customer 
receives the appropriate products and ser-
vices throughout the relationship lifecycle. 
Certain products will remain homogenous 
but the improved understanding of our 
customers will also assist in differentiat-
ing the needs of customers and therefore 
enable us to tailor products and services 
better, leveraging the strength of our global 
capabilities.

Regulation
Banks continue to face an increasing 
regulatory burden including an increase 
in the amount and precision of report-
ing and an increase in capital require-
ments. Much of this has been enshrined 
in regulation and statutory instruments 
such as FATCA, enhanced KYC and AML 
standards, and the advent of Basel III and 
its related capital adequacy requirements 
and liquidity coverage ratios.

KPMG: What is your state of readiness 
for new regulations such as FATCA? 
For Basel III? What is your view on the 
jurisdiction’s and the Bermuda banking 
industry’s response to FATCA? To Basel 
III? 

Fotak: We are prepared for the new FATCA 
regulations. Banks should be mindful of 
ways they can protect themselves when 
dealing with dual residents, including mak-
ing updates to on boarding procedures. Our 
goal is to early adopt Basel III and we are 
on track.

“A critical success factor of any bank 
going forward, will be the extent to 
which they successfully leverage tech-
nology.” —Peter Horton, BCB CEO 

There is a significant emphasis being 
placed on technology, including 
increasing the functionality in direct 
banking channels, which makes it 
easier for customers to access our 
products and services.” —Brendan 
McDonagh, Executive Chairman & 
CEO, Butterfield Bank
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Horton: We are ready and I think the re-
sponse has been an extremely positive one. 
I have been impressed by the high levels of 
collaboration within the industry and with 
the Regulator. 

McDonagh: We consider our organisation 
to be ready for FATCA. Bermuda and the 
financial services industry here had no other 
option than to be ready for FATCA, given its 
compulsory nature and Bermuda’s location. 

Moseley: The make-up of the Bermuda 
resident population include an exceptionally 
high proportion of dual (or more) residents, 
which will require enhanced documentation 
and reporting requirements under the regu-
lations. In terms of Basel III, all Bermuda 
banks have been involved in extensive con-
sultation with the BMA around the potential 
impact of the new rules. This has been 
extremely productive and we are confident 
that we are ready for implementation.

KPMG: What areas of regulatory 
compliance are currently the most 
challenging in your business and why? 

Horton: We have to accept continued regu-
latory change as a fact of life, so I don’t see 
that as a challenge in itself. The challenge 
is essentially one of continually striving to 
achieve commercial success and to there-
fore view regulatory change in a positive 

rather than a negative way. 

McDonagh: Financial Crime Compliance 
(including Anti-Money Laundering) is a 
focus for us. The criteria are principle and 
broad based, meaning that we are required 
to have significant and sufficient informa-
tion on file for our customers.

Moseley: As compliance expectations of 
Banks increase, the demands and costs 
for sophisticated screening and reporting 
mechanism increase significantly. In addi-
tion, it is difficult to explain the process to 
the customer, which could involve delaying 
and reporting payments for further investi-
gation. 

KPMG: Is the Bermuda banking industry 
working together with the BMA to 
ensure the regulatory requirements 
are appropriate for the industry? What 
would you like to see more of? What 
would you like to see less of? 

Fotak: We have found that the BMA has 
been working on these issues very coop-
eratively and constructively.

Horton: Yes, there is substantial consultation 
ongoing between the banks and the BMA. 

Moseley: Yes, the Bermuda Banker’s As-
sociation is actively working with the BMA 
to ensure appropriateness and relevance of 

regulation. The consultation process around 
Basel III is an excellent example of that and 
we believe the results will be that Bermuda 
banks will be well positioned to retain and 
grow following the implementation.

Customer Channels
Recent trends have seen a disruption in 
traditional customer channels such as 
branches. Examples of new and emerg-
ing banking channels include mobile 
banking and less card based transac-
tions, and digital banking experience 
using the web, and mobile apps and 
devices.

KPMG: What, if any, of the new 
customer channels has your bank 
adopted or are looking to adopt? Do 
you think the rate of adoption of these 
disruptive technologies is set to increase 
in the Bermuda banking industry? What 
barriers do you see to the adoption of 
such channels?

Fotak: Disruptive technologies by definition 
break down barriers to entry. So long as 
security issues can be addressed, this trend 
is unlikely to slow.

Horton: To me, this is about developing 
mobile banking channels to the fullest. The 
biggest barriers to adoption will be customer 
uptake and managing the cyber security is-
sues. The security of these new and emerg-
ing banking channels remains a key focus.

McDonagh: We have concentrated on the 
mobile banking app to compliment our in-
ternet banking offering. We have seen good 
uptake in this channel, however we have 
found that barriers are customers’ willing-

“HSBC has adopted all new digital channels, including online, Mobile apps, 
smart ATMs and near field, which have been readily and rapidly adopted 
by our customers as their preferred channels and we believe this trend will 
continue due to the relative sophistication of the market as well as the wide 
availability of internet access in Bermuda.” —Richard Moseley, HSBC CEO
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ness to use our offering and their ability to 
access the new technology.

Moseley: HSBC has adopted all new digital 
channels, including online, Mobile apps, 
smart ATMs and near field, which have 
been readily and rapidly adopted by our cus-
tomers as their preferred channels and we 
believe this trend will continue due to the 
relative sophistication of the market as well 
as the wide availability of internet access in 
Bermuda.

KPMG: Bank branches have traditionally 
been an important service feature of 
the banking industry. In more recent 
times, the trend has been moving away 
from traditional branches and banking 
halls. Are there plans to change the way 
your branches are used to service your 
customers? 

Fotak: Expansion of the ATM network and 
our electronic banking offering is the most 
efficient way to deliver a significant compo-
nent of banking services.  There will always 
be a need to have a physical presence for 
the higher level banking services.

McDonagh: We currently have no plans 
to change the way in which branches are 
used to service customers, however we are 
augmenting this service with other ways 
for our customers to access our services. 
Bermuda is too small a market to warrant 
an extensive branch network.

Moseley: This is an area that continuously 
develops as customer preferences change. 
We find our customers now come to a face 
to face meeting with a specific purpose, 
such as opening an account, discussing a 
mortgage or to seek financial advice and will 
no longer use our branches for transactions 
or payroll services. We have changed our 
branch capabilities to match these prefer-
ences and also changed the working hours 
of some of our staff to meet client needs.

Risk Management and the 
Management of Reputational Risk
Given the increasing pressure to use 
and leverage technology in business 
delivery models and to meet the needs 
of significant stakeholders, including 
customers, shareholders and regulators, 
cyber security and the resultant business 

and reputational risk has made its way 
onto the Board, Audit Committee and 
C-level executive agendas. Regulators 
are also concerned. Investment needs to 
be focused in the right places in order to 
protect reputations, systems and trust.

KPMG: Many boards have cyber security 
high up on their agenda. How do you 
assess the cyber security risk of your 
organisation? Have cyber security 
strategies been integrated into business 
operations and your entity’s risk 
appetite? 

Fotak: This is a hot topic in the industry 
and among regulators, directors, clients 
and insurance carriers. Banks are becoming 
increasingly prepared for cyber attacks from 
outside their organisations, but they should 
also be mindful of attacks from inside their 
organisations. We consider this to be the 
principal overlooked risk in relation to cyber 
security.

Horton: This is a key reputational risk faced 
by banks globally. It is vital to maintain the 
trust of customers, and banks need to do 
what they can to ensure this. Even small 
banks must be aware and be prepared for 
attacks that happen on a daily basis. 

McDonagh: We consider it to be of critical 
importance and it has been integrated into 
our operations and risk appetite. To mitigate 
the risk, we have executives who are dedi-
cated to ensuring we are ready for threats 
we are inevitably going to experience. We 
continue to upgrade our defenses in line 
with industry best practices.

Moseley: These areas are high up on our 
agenda, working closely with the resources 
in our Group. Each cyber risk is classified, 
assessed and controls, monitoring and miti-
gation strategies have an assigned owner.

KPMG: How prepared are you to act in 

the event of a cyber attack or insider 
threat? Considerations include having 
robust defence capabilities, having the 
ability to detect and respond to breaches 
and having the ability to remediate 
vulnerabilities? 

Fotak: We are as prepared as we can be. 
The problem is that even a 1% penetration 
incidence can have significant negative 
consequences and a 100% defense is just 
not possible. As such, we also focus on the 
responses to incidents—because they do 
occur.

McDonagh: We consider ourselves as pre-
pared as we can be, but there will always 
be unforeseen attacks. 

Moseley: We use our global frameworks 
and capabilities and are as well prepared as 
the rest of the HSBC global network.

Data Analytics and  
Competitive Advantage
In general, it was found that the Bermuda 
banking industry is at the infancy stage with 
regards to warehousing data on customer 
needs and behaviours. However, the CEO’s 
all acknowledged that this is a growing 
area of focus in Bermuda which has been 
historically underinvested in and, if appropri-
ately harnessed, can provide a competitive 
strategic advantage to each of the respec-
tive organisations and to the industry as a 
whole.

In conclusion, the Bermuda banking 
industry and its participants are well 
aware of the significant issues and op-
portunities available to the industry and 
are very focused on taking advantage of 
them. The industry works well with the 
BMA in regards to the appropriateness 
of regulation for the Bermuda market-
place and to ensure that the respective 
regulations are implemented, reported 
on and monitored. There continues to 
be an effective relationship between the 
industry and the regulator.

The Bermuda banking industry will 
continue to evolve the products offered 
to customers and the channels by which 
such products are delivered. We look for-
ward to the continued developments in 
these areas over the next twelve months 
until the time of our next publication. 

“Banks are becoming increasingly 
prepared for cyber attacks from 
outside their organizations, but they 
should also be mindful of attacks 
from inside their organisations.”  
—Zoran Fotak, Clarien CEO



T
he international banking sector is increasingly being charac-
terised by rapid and transformational developments in data, 
information, and technology, and Bermuda is no exception. 
These developments present challenges and opportunities for 
Bermuda’s banks. Managing and taking best advantage of this 

new data environment requires new approaches to systems, processes 
and governance. Rapid and accurate data collection needs to be com-
plemented by ensuring its accessibility in real time to relevant decision-
makers. New tools for data and analytics and business information can 
now radically simplify and streamline the task of extracting management 
data and creating timely and insightful reports.

The role of data and information
The role of data and information is now 
integral across the business, from  

back-office to marketing and sales, and 
from risk management to meeting stake-
holder and regulators’ expectations. Banks 

need to consider the strategic implications 
of their data management processes and 
view data and analytics in terms of:

Cost and efficiency: Banks need to 
become leaner, simpler and more cost-ef-
fective in their operations. As a key enabler 
of process and workflow efficiencies, 
technology has a huge role to play here. 

Exploiting data: Mastering the massive 
increase in data flow and extracting the 
greatest value from it is fundamental to 
organisational health and success. The 
implications extend across the business 
operating model. At the front end, banks 
face real challenges in managing and mak-
ing sense of the vast array of information 
which can now be made available about 
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Data, Analytics 
and Technology: 
Core strategic 
enablers



the attitudes, behaviour and needs of 
clients, prospects and targets. Technolo-
gies such as data mining and data analytics 
are increasingly important as a foundation 
for effective marketing, sales and cross-
selling. 

Gathering insights: Current manage-
ment information systems often fail to 
measure up to expectations. They do not 
aggregate the right data at the right level 
quickly enough. Furthermore, they are 
often ineffective at gathering and reconcil-
ing data from multiple sources. As finance, 
operations and risk functions all have 
separate data systems, forming a coher-
ent overview is often very challenging. 
Rapid and accurate data collection is only 

part of the challenge, however. Ensuring 
its accessibility in real time to the relevant 
decision-makers is also critical. Many 
senior users of management information 
spend substantial periods of time away 
from their desks, either travelling or in 
meetings, and solutions that offer mobile 
access to crucial data are essential.

Data integrity: When internal processes, 
business-to-business communications and 
delivery of customer services all depend 
so critically on data and information tech-
nology (IT) infrastructure, maintaining its 
integrity is a key requirement in sustain-
ing institutional security. We see only too 
frequently that when critical technology, 
such as payments systems, fail, even for a 
few hours, the impact can be widespread 
and immensely disruptive. Leaks and loss 
of sensitive customer data breach the 
trust between institution and client and 
can carry significant financial penalties. 
Significant reputational damage can occur 
if these situations are not well handled. 

Managing risk: The financial crisis and 
the wide-ranging regulatory response have 
placed increased emphasis on the need 
for effective management of risk in all 
contexts: reputational risk, operating risk, 
regulatory risk. Banks now face the twin 
challenges of sustaining improved risk 
management and furnishing evidence of 
its effectiveness to stakeholders: regula-
tors, clients, shareholders. Collecting, 
analysing and presenting the relevant data 
is now indispensable to creating the foun-
dation for strong stakeholder relationships. 

Customer relationships: Information 
technology and data management are 
fundamental to maintaining stable and 
responsive relationships with clients who 
expect continuous access to their financial 
service providers on a range of online and 
mobile platforms. Integrating the different 
interface technologies and grounding them 
on consistent, high-quality data are essen-
tial elements in creating agile communica-
tions and decision-making.

Day-to-day operations: Fundamentally, 
optimising day-to-day operations means 
maximising the use of scarce resources 
and ensuring that people have the right 
information to make optimal decisions at 
the right time. This requires accurate and 

consistent data, which can serve both to 
underpin the operational health of the bank 
and satisfy internal and external require-
ments. 

Safeguarding the institution: The ex-
ponential increase in the volume of data 
necessary to the operation of our banks, 
together with institutions’ increasingly 
critical reliance on it, carry major dangers 
of their own. The banking sector is more 
and more vulnerable to the loss or corrup-
tion of mission critical data and at greater 
risk of reputational damage and regulatory 
sanction if these organisations misuse it. 
Data and cyber security has moved from 
being a peripheral and technical specialism 
to a central strategic concern.

Seizing the benefits 
It is not all danger and defensiveness. 
The new technologies are the way of the 
future and, if properly developed, promise 
major improvements in internal efficiency, 
external reporting and, perhaps most sig-
nificantly, customer relations and customer 
propositions. Whether it is further develop-
ment of internet and mobile channels or 
innovative new technologies for payments, 
there are major potential benefits as well 
as risks. The role of the Chief Informa-
tion Officer (CIO) is now to help define 
an institution’s core strategy against this 
rapidly developing background and guide 
investment decision-making on the basis 
of a clear view of risk and reward. 

The universal importance of good data and 
information management across the busi-
ness operating model places a huge premi-
um on the ability to collect, aggregate and 
analyse data to create a single view of the 
truth; one complete and internally consist-
ent data and information resource which 
can satisfy all needs. Technology, data and 
information management have been a core 
part of financial services for many years. 
They have now become more important 
still. Boards and executive management 
need to ensure they are accorded the 
same priority as any other critical success 
factor. Whether it is a question of custom-
er-facing operations, internal systems and 
procedures or external reporting, the win-
ners will be those who can bring together 
data in a coherent way to serve these 
multiple needs most effectively.
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By 
Neil Patterson

Chairman 

Fred Obelhozer
Senior Manager, IT Advisory



B
ermuda’s banks have a long and 
important history in the commu-
nity and have played a key role in 
shaping the island as it is today. 
The small number of banks and 

the size of the jurisdiction mean that the 
relationship between customer and bank is 
typically much closer than in other environ-
ments. Therefore, Bermuda’s banks have 
customer focus as a key priority and seek 
to give all their customers a positive experi-
ence. If successful, this certainly benefits 
the customer but also the bank—relation-
ships and customer loyalty will be strength-
ened and customers become advocates. 

However, in an environment of continued 
low interest rates, increasing costs, higher 
capital and other regulatory requirements, 
it is important that banks not only treat all 
their customers well but also analyse their 
customer base to identify opportunities for 
profitable growth. 

This requires a focused strategy, an 
actionable plan and rigorous execution of 
identification of existing customers whose 
relationship with the bank could be profit-
ably developed further, and new custom-
ers that the bank wants to attract. 

What are the characteristics of a 
customer centric bank?
There are four key attributes that institu-

tions with successful customer centric 
models have: Focus, Efficiency, Agility and 
Trust. While each attribute is applicable 
to today’s conditions, organisations may 
place greater focus on one over another, 
depending on their particular circumstanc-
es and priorities. Some companies may 
have highly developed strategies relating 
to individual attributes, but recognise the 
need to fortify their other capabilities. 

Focus: Best-in-class institutions articulate 
a clear strategy that reflects their vision 
and focus. Top firms have charted a pre-
cise course focused on a long-term view 
of their customers’ needs and how these 
relate back to profitable growth.

Efficiency: Successful institutions em-
brace a culture of continuous focus on 
efficiency. They invest in scalable systems, 
processes and delivery channels to resolve 
legacy inefficiencies.

Agility: Top institutions demonstrate the 
flexibility to adapt swiftly to a changing 
environment. An open mind-set character-
ises their people from the boardroom to 
the front line.

Trust: Top-performing institutions have 
built confidence and trust in the eyes of 
their customers, regulators, investors and 
the communities they serve.

Going beyond customer focus  
to customer centricity
Know your customer 
The business model of a customer centric 
bank starts with better knowledge of its 
clients that gives genuine insight into 
the true “voice of the customer”. Those 
institutions that understand their custom-
ers are better placed to offer products and 
services that customers have a higher pro-
pensity to buy, particularly if this is done 
on an institution-wide basis rather than in 
silos. Customer centric banks often seek 
insight from methods such as satisfaction 
surveys, net promoter analysis, and social 
media, frequently resourcing these efforts 
by positioning customer insight as a centre 
of excellence, thereby attracting talent, 
including from other sectors. 

Know and use your data 
Banks that are able to connect internal and 
external data are better positioned to cre-
ate value and gain competitive advantage. 
To be able to do this, data must be acces-
sible and easily analysed across products, 
brands, businesses and functions. Social 
media and internet tools can supplement 
in-house data to predict customer behav-
iour, with individual-specific or demograph-
ic lifestyle data. Successful institutions use 
statistics, modelling and data mining to 

12  |  KPMG 2014 Bermuda Banking Survey

Customer Centricity

Customer Centricity:  
Profitable growth through customers



extract information from data, to analyse 
current and historical facts, and to predict 
trends and behaviour patterns of custom-
ers. Such predictive analytics is a critical 
part of meeting customer needs, and 
driving profitable growth in competitive 
markets.

Propositions based on customer needs
As with any service organisation, a bank 
that can develop ‘unique buying reasons’ 
as opposed to ‘unique selling propositions’ 
will be rewarded by customers through 
greater loyalty, referrals and retention. A 
strategy built on an analysis of customer 
needs can provide increased value from 
proposition and product alignment and 
a better allocation of resources focused 
on higher value segments. Insights into 
customer needs should drive propositions 
which are based on the key ‘moments 
of truth’ that wield the most influence on 
customer decision making. This focuses 
an institution on those incremental value 
areas for price-sensitive customers who 
otherwise see banking as a commodity.

Optimise your distribution and 
operations
The evolving preferences of the next gen-
eration of customers will change the way 
banks operate and distribute products—
and constantly emerging technologies will 

be key to that process. There is evidence 
globally that there is no one effective strat-
egy for channel optimisation—the right 
solution depends on the geography, regu-
latory environment and, most importantly, 
customer preferences. While Bermuda’s 
banks are considering developments in dis-
tribution channels, such as mobile banking, 
it may be that the size of the community 
and customer relationship history means 
retention of a strong face-to-face relation-
ship is appropriate. Ultimately, banks 
need to adopt a distribution strategy that 
optimises return on investment and also 
meets customers’ needs—not only from 
a convenience perspective but providing 
transparency to customers regarding risk 
and return of products and services.

Create a positive end-to-end customer 
experience
After the initial contact with the customer 
has been made, turning their expectations 
into reality requires efficient and effective 
operations organised around customers 
rather than products. The customer’s 
needs and expectations must be met 
across the organisation and not just in 
silos. In today’s banking world, custom-
ers are looking for consistent error- free 
processing regardless of service channel, 
working online one day, using the phone 

the next and increasingly using smart 
phones and tablets. However, while an ag-
ile digital strategy can be a game changing 
initiative to meeting customer needs and 
maintaining cost control, just as impor-
tant in the service experience is ensuring 
that the bank’s people and processes are 
focused on the customer rather than indi-
vidual products.

Customer preferences change, as must 
best-in-class banks
Moving from vision to action requires con-
tinual fine-tuning. Technology is changing 
at a fast pace, and customer demands are 
evolving. The traditional banking model is 
under pressure from low interest rates and 
high legacy cost bases. Shadow banking 
and niche products are also increasing 
their market share. Meanwhile, a carefully 
built brand is under pressure from ad-
verse opinions on social media, and from 
advances by new entrants. The end-to-end 
execution of a clear customer strategy is 
critical for banks to generate profitable 
growth in these changing times.
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Dynamic banks are consist-
ently challenging the notion 
that customer relationships 
are owned by one particular 
bank. Focusing on customer 
centricity will help ensure 
that existing customer rela-
tionships are retained and 
that new ones are gained.

By 
James Berry

Managing Director

Valerie Robshaw
Manager, Banking
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Monetising Mobile: 
Mobile banking and 
payments
The era of mobile banking and payments 
has arrived in Bermuda. Around the world 
and across the banking value chain, banks 
are waking up to the huge potential of a 
market that is rapidly changing the way 
that customers interact with their financial 
institutions. 
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L
ate in 2013 mobile banking 
services were introduced to the 
Bermuda market by HSBC and 
Butterfield Bank. But those intro-
ductions are expected to be just 

the start of a number of mobile banking 
services innovations.

Terminology: Mobile banking vs. Mobile 
payments
Many consumers (and even a fair number 
of bankers) make the mistake of using 
these two terms interchangeably.

But there is a difference: Mobile Banking 
refers to platforms that enable customers 
to access financial services (such as trans-
fers, bill payments, balance information 
and investment options). 

Mobile Payments, on the other hand, is 
generally defined as the process of using 
a hand-held device to pay for a product or 
service, either remotely or at a point-of-sale.

Mobile payments gaining importance
Almost 85% of respondents to KPMG 
International’s online survey of bank execu-
tives say that mobile payments will have 
significant importance to their business 
within the next one to four years. 

Our survey shows that a select group of 
banks are quickly moving ahead of their 
peers to gain customer loyalty, reduce 
costs and—ultimately—secure their place 
in the mobile payment value chain. Others, 
however, are waiting for standards to be 
set and for customer demand to hit critical 
mass.

But Bermuda banks may quickly find that 
the spectre of new, nimble and highly 
effective competitors taking control of 
the mobile payments market represents a 
clear and present danger. In fact, the tra-
ditional hegemony of banks over the pay-
ment process is certainly not guaranteed 
and is more at risk today than ever before.

Challenges and opportunities of mobile 
payments
And while there are, as yet, very few 
certainties in the mobile payment arena, 
our survey illustrates a number of key 
challenges, considerations and opportuni-
ties that are universally critical to banks 
as they develop their mobile banking and 
payments strategies.

Monetising mobile: Innovator banks are 
taking the lead 
In both mobile banking and mobile pay-
ments, a small number of banks are 
driving ahead with developing mobile pay-
ments to brandish their credentials as in-
novators and gain competitive advantage.

Mobile banking pilot programmes
Some institutions are already running small 
pilot programmes in local communities and 
within their own company facilities. For 
the innovators, these pilots are a critical 
step towards gaining a better understand-
ing of customer preferences, trends and 
challenges. They also build awareness of 
the emerging service within the bank’s 
employee base.

But, according to our research, some 
banks are still not convinced about the 
benefits of mobile payments. At the root 
of the debate is whether customers will 
see enough value in the new channel to 
push adoption rates to a level that offsets 
the investment costs. As one respondent 
insightfully pointed out, “Consumers don’t 

always act as logically as you think they 
will in the marketplace.”

In our opinion, if banks can roll out a safe, 
easy to use and ubiquitously accepted 
system, consumers will very quickly adopt 
mobile payment solutions in much the 
same way as they have adopted other 
mobile services. 

Monetising mobile: The strategy for 
retail banks 
Building a sustainable and achievable 
retail strategy in the face of a complex and 
uncertain technology environment is not 
easy. It requires banking executives to be 
decisive about the objectives they hope to 
achieve and the route by which they might 
travel to get there.

For example, organisations pursuing 
reputational benefits may want to focus on 
being first-to-market with mobile solutions 
in order to demonstrate their innovative 
nature and customer focus. Others may 
prefer to set more quantitative objec-
tives around revenue generation and may 
therefore focus on developing high-value 
services that merit a premium fee. And 
those pursuing customer loyalty benefits 
will want to ensure they are focused on 
meeting and exceeding their customer 
expectations. 

Central to any strategy for retail banks 
must of course be the customer. Indeed, 
the ability to accurately assess customer 
segments, trends, demands and concerns 
will be critical to creating a strong and valu-
able mobile payment strategy.

By 
James Berry

Managing Director

David Harper
Senior Manager, Banking Advisory

“The introduction of Near Field 
Communications, being short-
range wireless technologies, 
will change the traditional value 
chain for banks for low-value 
payments, bringing in new 
partners to manage devices 
and drive merchant adoption.” 
–James Berry, Managing 
Director, KPMG in Bermuda
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Monetising mobile: Scenario spectrum 
The drive towards mobile banking and pay-
ments can take many forms and no two 
banks will approach the field in the same 
way.

However, the development of mobile solu-
tions tends to follow an evolutionary pat-
tern that starts with basic mobile banking 
and progresses towards mobile payments 
at the physical point-of-sale (POS).

The following scenarios examine some of 
the impacts, benefits, challenges and cus-

tomer considerations facing banks at three 
distinct points in this evolution.

Conclusion
The banking value chain is rapidly changing 
and so are the ways that customers inter-
act with their financial institutions. Mobile 

banking is one of those rapidly changing 
service areas that customers in Bermuda 
will seek and demand and is likely to repre-
sent a significant focus of innovation in the 
years ahead.

  Basic mobile banking
Enhanced mobile banking  
& remote mobile payments

Mobile payments  
at the physical POS

Overview

The basic mobile banking market 
consists of financial institutions that are 
focused on developing and refining their 
mobile banking platform

The enhanced mobile banking  and 
remote payments market consists of 
players with mature mobile offerings, 
healthy adoption rates, and basic remote 
payment services

The physical POS mobile payments mar-
ketplace is composed of traditional and 
non-traditional players vying for early mar-
ket share of mobile payment revenues 

Key  
Features

Typically includes core service offerings 
such as account access, balance informa-
tion and internal transfers and are usually 
on 1-2 technology platforms serviced by 
a vendor 

Typically consists of market leading 
mobile banking features such as mobile 
deposit capture, mobile capture and bill 
pay, enhanced enrollment features, and 
some remote payment offerings such as 
person to person (P2P) payments 

Features and functionality allow mer-
chants to use mobile devices as point-
of-sale terminals and facilitate payment 
transactions

Benefits

•	 Enhanced reputation and customer 
service

•	 Reduced cost to serve (and therefore 
more flexible capital)

•	 Can be straightforward to deploy 
•	 Easily integrated into existing internet 

banking services
•	 Demonstrates innovation
•	 Creates a base comfort level for con-

sumers using mobile devices
•	 Builds in-house experience and skills

•	 Reduces cost to serve and increases 
available capital 

•	 Streamlines processes and reduces 
manual intervention

•	 Builds in-house experience and skills
•	 Capitalises on ‘first-to-market’ op-

portunities
•	 Provides new revenue streams 

•	 Protects existing payments revenues
•	 Creates new revenue opportunities
•	 Responds to customer demands

Customer  
Impact

•	 Unfettered access to banking informa-
tion and basic transactions

•	 Convenience and ease of use
•	 Integrated view of banking information 

and accounts
•	 Higher customer loyalty and ‘sticki-

ness’ 

•	 Reduces branch and ATM visits
•	 Delivers increased flexibility to cus-

tomers
•	 Builds comfort and acceptance of 

mobile payment solutions
•	 Acts as a stepping stone to contact-

less and proximity payments 

•	 Convenience and ease of use, particu-
larly for low-value payments

•	 Tighter security and privacy 
•	 Replaces traditional wallet or existing 

stored value accounts and electronic 
purse cards

Key  
Considera-

tions

•	 What is our mobile channel strategy?
•	 What is our mobile commerce strat-

egy?
•	 What is our position on mobile pay-

ments?
•	 What are our current mobile banking 

capabilities?

•	 Who is our mobile service vendor and 
are their capabilities sufficient?

•	 What are leading practices in mobile 
commerce?

•	 What should our mobile payments 
product look like?

•	 What should our revenue sharing 
model look like?

•	 How should we plan for enhance-
ments to our mobile platform?

•	 How should we rollout our mobile pay-
ments pilot?

•	 What are the estimated costs of the 
mobile payments initiative?

“All mobile banking solutions must be created with the customer in 
mind. Banks cannot lose sight of their targeted end user segments 
as they develop their strategy.”
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Cyber Security: 
An evolving landscape

Cyber Security By 
James Berry

Managing Director

Fred Oberholzer
Senior Manager, IT Advisory
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C
yber security is an important 
concern for every financial insti-
tution, including those located 
in Bermuda. Cyber is one of 
the fastest-growing areas of 

crime directed at banks. Cyber criminals, 
and indeed others such as “hacktivists”, 
are exploiting the speed, convenience, and 
anonymity that modern technologies offer 
to invade bank information technology (IT) 
systems. The financial impact, coupled with 
reputational damage could be devastating.

Focusing on technology alone to address 
cyber security issues is not enough. Effec-
tively managing cyber risk means putting 
in place the right governance and support-
ing control processes, along with appropri-
ate enabling technology. It is essential that 
executive leadership take control of allocat-
ing resources to deal with cyber security, 
actively manage governance and decision 
making, and build an informed and knowl-
edgeable organisational culture.

Cyber security threats faced by the 
banking industry
Whilst there is, rightly so, a lot of media at-
tention focused on cyber security and the 
high profile breaches in recent years, the 
media often sketches an alarmist picture 
of cyber security, creating a culture of dis-
proportionate fear. The reality is that cyber 
risks can be managed, and good security 
starts with developing a robust cyber 
defense capability and understanding the 
threat landscape. Some of the most signifi-
cant threats include:

•	 Account takeovers: Cyber criminals 
target personal computers of online 
banking customers via phishing e-
mails or text messages to gain access 
to their accounts. Fraudulent money 
transfers and counterfeiting of stored 
value cards are the most common 
exploits of account takeovers.

•	 Third-party payment processor 
breaches: Cyber criminals target com-
puter networks of payment processors 
to hack personal data of customers.

•	 Securities and market trading 
exploitation: Cyber criminals ac-
cess brokerage accounts in a similar 
manner as they access bank accounts 
to conduct market manipulation and 
unauthorised stock trading.

•	 Mobile banking breaches: Cyber 
criminals gain access to a user’s 
credentials and account information 
by installing malware via a mobile ap-
plication.

•	 ATM skimming: Cyber criminals fix 
a skimmer inside or outside the ATM 
to steal card number and the related 
personal identification number (PIN). 
They would then either sell the data or 
create fake cards to withdraw money.

•	 Supply chain infiltration: Cyber 
criminals attack suppliers of technol-
ogy, software and hardware to the 
financial sector. Thus, when a financial 
institution installs the equipment or 
software impacted by a cyber crime it 
compromises its own security.

•	 The human factor: The human factor 
is and remains, for both IT profession-
als and the end user, the weakest link 
with respect to security. Cyber crimi-
nals target employees using “social 
engineering,’’ a kind of con-game that 
manipulates employees into releas-
ing valuable business information. 
Criminals may also use former bank 
employees who supply telephone ac-
cess information to contact bank em-
ployees, who then unwittingly allow 
the criminal into the bank’s internal 
computer portals.

Responding to cyber risks
Dealing with these threats is a complex 
task. The goal of being 100% protected 
against cyber risk is neither feasible nor 
realistic, especially when we consider the 
rate at which cyber attacks continue to 
evolve and diversify.

Banks can lower the risks to their business 
by developing capabilities in three critical ar-

eas—prevention, detection, and response.

Prevention
Prevention begins with governance and 
organisation. It is about installing funda-
mental measures, allocating responsibility 
for dealing with cyber crime within the 
organisation and developing awareness 
training for key staff. 

Although this is generally led by the IT de-
partment, the knowledge and awareness 
of the end user is critical. Cyber security 

is often seen as the responsibility of a 
department of specialised professionals, 
however this mindset may result in a false 
sense of security and lead to the wider 
organisation not taking responsibility.

Detection
Through monitoring of critical events and 
incidents, an organisation can strengthen 
its technological detection measures. 
Monitoring and data mining together form 
an excellent instrument to detect strange 
patterns in data traffic, to find the location 
on which the attacks focus and to observe 
system performance.

Response
Response refers to activating a well-
rehearsed plan as soon as evidence of a 
possible attack occurs. During an attack, 
the organisation should be able to directly 
deactivate all technology affected. When 
developing a response and recovery plan, 
an organisation should perceive cyber 
security as a continuous process and not 
as a one-off solution.

The emphasis must be on the detection 
of and response to cyber crime more 
than what has traditionally occurred. At a 
recent KPMG Audit Committee Institute 
(ACI) event, a board member from a large 
regional US bank suggested, “We don’t 

The media often sketches an alarmist picture of cyber 
security, creating a culture of disproportionate fear. The 
reality is that cyber risks can be managed, and good 
security starts with developing a robust cyber defense 
capability and understanding the threat landscape.
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know what we don’t know.” It was noted 
at the event that in 65% of the bank cyber 
attack cases handled by the FBI last year, 
the federal agency actually alerted the bank 
security teams because the bank did not 
know its systems had been breached.

A good defense is based on understanding 
organisational vulnerability, establishing 
mechanisms to detect an imminent or 
actual breach, and immediately confronting 
intruders to minimise loss. Organisations 
should develop an enterprise-wide method 
for assessing, prioritising, and reporting 
cyber security risks to appropriate stake-
holders.

Management needs to collaboratively 
escalate efforts about threat awareness, 
timely discovery of incidents, risk assess-
ments of vendors, and closer coordination 
with regulators about how cyber security 
risks are being identified and managed. 
Only an organisation that understands criti-
cal data and technology assets, external 
developments, and incident trends, and 
uses this insight to inform policy and strat-
egy is likely to succeed in combating cyber 
crime in the long term.

Cyber security will become an even 
broader responsibility in the years ahead 
as banks, eager to expand their offerings 
and boost efficiency, partner with third-
party vendors and service providers whose 
networks are connected in turn to other 
banks, subcontractors, and third parties—
all boosting the risk that an attack on one 
could morph into an attack on many. 

New technologies in mobile and cloud 
computing are also upping the ante. Banks 
will need to respond to these spreading 
threats on multiple fronts, building sound 
and secure IT infrastructures and vetting 
and monitoring vendors and other service 
providers for their own compliance with 
security protocols. 

Cyber risks can be managed. Cyber 
criminals are not invincible geniuses, and 
while they can cause real damage to your 
business, you can take steps to protect 
yourself against them. You may not be able 
to achieve 100% security, but by treating 
cyber security as “business as usual” and 
balancing investment between risks and 
potential impacts, your organisation will be 
well prepared to combat cyber crime.
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A Cost Optimised Operating Model 
Changes are required to the current bank operating model to prepare for 
the challenges of the future as banks across the world must acclimatise to 
the negative or low growth environment.

T
he past number of years has 
been a time of unprecedented 
pressure in the banking sector. 
Customers have become ever 
more demanding; regulators’ risk 

management expectations are more oner-
ous than ever before; investment in new 
technology has become a business-critical 
decision; and new players into the market 
are providing more options for customers.

The consistent theme that underlies 
many of the challenges facing the banking 
model is the achievement of growth and/
or maintenance of the return on equity, a 
major component of which is cost optimi-
zation. Many sources of cost optimisation 
are being explored by the banking sector, 
including:

•	 Greater efficiency of processes and 
data management through investment 
in IT systems;

•	 Closing branches and relying more on 
centralised and increasingly auto-
mated and industrialised front to back 
office processes;

•	 Focusing more on the overall profit-
ability of products and services, and 
on where a bank has a competitive 
advantage, rather than justifying new 
or incremental products and services 
on the basis of their marginal contribu-
tions to net profit;

•	 Simplifying products and services, and 
taking a more risk-adjusted approach 
to costs and revenues;

•	 Greater automation of some controls 
functions, including compliance and 
internal audit, based on a re-assess-
ment of risk tolerance in these areas;

•	 Simplifying legal entity and operating 
structures;

•	 Reducing staff numbers;

•	 Reducing variable remuneration, in 
response to weak economic condi-
tions and regulatory constraints on 
remuneration; and

•	 Off-shoring and near-shoring.

Changes are required to the current bank 
operating model to prepare for the chal-
lenges of the future as banks across the 
world must acclimatise to the negative 
or low growth environment. Banks are 
compelled to cut costs, whilst at the same 
time to upgrade their IT architecture to 
accommodate their new operating model 
and handle greater demands for data.

To overcome inevitable loss of scale and 
cost issues, banks must devise innovative 
operating models. An imaginative ap-
proach is needed to cut costs and control 
a disintegrated value chain. Innovation can 
be encouraged by lateral thinking, based 
around preemptive rather than reactive 
processes. Furthermore, banks must 
introduce cost-reduction measures which 
are both long-term and sustainable. The 
following three strategies in particular 
could have a high impact on cost optimisa-
tion, while being versatile and scalable, 
and improving customer service.

Straight Through Processing (STP)
STP is about paring back to an absolute 
minimum the human input required to 
process transactions. For example, if a 
customer creates a standing order online, 
with STP the whole process is automated 
from start to finish and little or no human 
input is required. In preparing for the im-
plementation of this strategy, banks should 

identify their STP throughput rates and try 
to dramatically increase them.

Self-service channel usage
By giving customers more power and re-
sponsibility for carrying out their own bank-
ing activities, there will be less need for 
human input from the bank, with obvious 
positive cost and error rate implications. 
However, banks should remember that 
moving a process to a self-service channel 
without adequate planning introduces the 
risk of inadvertently increasing the cost. In-
viting customers to bank online increases 
the number of transactions carried out and 
reduces the related cost per transaction. If 
related processes are not automated, you 
will eventually need more people simply to 
handle the volume of transactions.

First-time resolution (FTR)
With FTR, processes are resolved im-
mediately at the first point of contact with 
the customer, whether it is a branch or a 
contact centre. For example, if a customer 
wants to open an account, they are able 
to do it at once, without needing multiple 
contacts with a bank employee or con-
tact centre to complete the transaction. 
This contrasts with the current central-
ised model, where the vast majority of 
transactions end up in central operations. 
Again, FTR will only work effectively if 
the underlying transactions abide to STP 
principles. Otherwise, the same strategy 
may increase costs. 

By pursuing these three strategies or any 
combination thereof, the need for shared 
centres will fall, middle and back-offices 
will handle only exceptions, fewer people 
will be needed, customer service levels 
and the customer experience will increase, 
and costs will drop dramatically.

By 
Craig Bridgewater

Head of Investments & Banking

Alexandra McInnes
Senior Manager, Banking Advisory



O
n 13 February, 2014 the 
Organisation for Economic 
Co-operation and Develop-
ment (OECD), released the 
Common Reporting Standard 

(the CRS), which is intended to become 
the new global standard for automatic 
exchange of financial information (covering 
bank accounts and other financial assets 
held offshore).

Following in the wake of FATCA, this new 
proposed standard is intended to facilitate 
such information exchange between par-
ticipating countries.

Automatic exchange of information 
(AEOI)
The legal basis for AEOI will either be the 
Multilateral Convention on Mutual Admin-
istrative Assistance in tax matters, or alter-
natively a bilateral treaty. In either case the 

OECD’s standard then envisages a bilateral 
Competent Authority agreement provid-
ing for automatic exchange of information. 
Given Bermuda’s numerous International 
Tax Agreements, the CRS is something 
Bermuda business need to be following. 

Information exchange is envisaged to be 
reciprocal, but the same framework could 
in principle be used when there is no 
desire for reciprocity. In addition to the en-
visaged bilateral agreements implementing 
the exchange of information between tax 
administrations, the OECD document pro-
vides common reporting and due diligence 
rules that will need to be implemented into 
domestic law of participating countries.

The OECD document makes the point that 
this is intended to be a minimum stand-
ard—countries can ask for more informa-
tion—and crucially, it is not intended to re-

strict other types of AEOI. This raises the 
prospect that financial institutions might 
be required to report under multiple AEOI 
regimes simultaneously, thus significantly 
increasing cost and complexity.

Like FATCA in some aspects 
As with the U.S. FATCA regime, the scope 
will be broad to reduce the risk of circum-
vention. Thus, it will apply not just to banks, 
but also to certain brokers, investment 
firms, and some insurance companies.

Many aspects of the OECD proposals 
are consistent with the Model 1 IGA ap-
proach under FATCA. However, there are 
a number of areas where the standard 
deviates from the Model 1 IGA—such as 
the removal of minimum threshold limits 
and new account opening definitions. This 
will considerably increase the amount of 
work required.
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OECD –  
Global standard 
for automatic 
exchange of 
information 



The CRS provides a common global ap-
proach for jurisdictions to obtain financial 
information from their financial institu-
tions and to automatically exchange that 
information with other jurisdictions on an 
annual basis. The CRS outlines the finan-
cial account information to be exchanged, 
the financial institutions that need to 
report, the different types of accounts and 
taxpayers covered, as well as common 
due diligence procedures to be followed by 
financial institutions. 

The three key aspects of the CRS are: 
•	 Financial information to be reported 

with respect to reportable accounts 
this includes all types of investment 
income (including interest, dividends, 
income from certain insurance 
contracts and other similar types of in-
come,) but also account balances and 
sales proceeds from financial assets.

•	 Financial institutions that are required 
to report under the CRS include not 
only banks and custodians, but also 
other financial institutions such as 
brokers, certain collective invest-
ment vehicles and certain insurance 
companies.

•	 Reportable accounts include accounts 
held by individuals and entities (which 
includes trusts and foundations). The 
CRS includes the requirement to look 
through passive entities to report on 
the individuals that ultimately control 
these entities.

It’s on its way so start preparing
These initiatives were endorsed by the 
G20 at their recent meeting of Finance 
Ministers and Central Bank Governors in 
Sydney on 22-23 February 2014. There is 
overwhelming support for the CRS for the 

automatic exchange of tax information on 
a reciprocal basis. The G20 announced that 
it will work with all relevant parties, includ-
ing their financial institutions, to detail an 
implementation plan at its meeting in Sep-
tember 2014. In parallel, the G20 expect to 
begin to exchange information automati-
cally on tax matters among G20 members 
by the end of 2015. 

The G20 calls for the early adoption of the 
standard by those jurisdictions that are 
able to do so. The G20 urges all jurisdic-
tions that have not yet complied with the 
existing standard for exchange of infor-
mation on request to do so and sign the 
Multilateral Convention on Mutual Admin-
istrative Assistance in Tax Matters without 
further delay. 
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By 
Charlie Thresh

Managing Director, Advisory

David Harper
Senior Manager, Banking Advisory



I
n the aftermath of the finan-
cial crisis, the Basel Com-
mittee on Banking Supervi-
sion (BCBS) embarked on a 
programme to substantially 

revise its existing capital ad-
equacy and liquidity guidelines. 
The resulting framework is 
known as ‘Basel III’. Basel III is 
the third in the series of Basel 
Accords which deal with the 
risk management aspects of the 
banking sector. 

According to the BCBS, “Basel III is a 
comprehensive set of reforms developed 
to strengthen the regulation, supervision 
and risk management of the banking sec-
tor. These measures aim to: Improve the 
banking sector’s ability to absorb shocks 
arising from financial and economic stress, 
whatever the source; Improve risk man-
agement and governance; and strengthen 
banks’ transparency and disclosures.“

The BCBS established a rather extensive 
timeline for the banks to adopt the neces-
sary requirements of Basel III, so differ-
ent components of the Accord have their 
specific deadlines and time frames for 
implementation. Although the transitional 

period appears long, the 2019 deadline to 
complete implementation should not dis-
tract institutions from the need to demon-
strate capital and liquidity resilience much 
earlier and to meet interim deadlines along 
the way. In the medium term, most firms 
will be capital and liquidity constrained and 
so will need to focus on capital manage-
ment, product and business pricing, capital 
inefficiencies that remain from Basel II, 
and the structure of their liabilities.

In November 2013, the Bermuda Monetary 
Authority (“BMA”) released a consulta-
tion paper that makes proposals for the 
adoption of capital and liquidity regulatory 
requirements consistent with Basel 2.5 
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and Basel III for Bermuda from 2015. The 
BMA noted this should be viewed in the 
broader context of its efforts to promote 
high standards of risk management and 
corporate governance within Bermuda’s 
banks. The consultation paper included 
the comments from Bermuda’s banks 
and other stakeholders in response to a 
discussion paper that commenced the 
formal public consultation process on the 
adoption of the Basel III measures related 
to the quality, consistency and transpar-
ency of capital, the leverage ratio, capital 
buffers, and prudential liquidity standards. 
The consultation paper included, amongst 
others, the following key provisions:

Increased quality of capital: Basel III con-
tains various measures aimed at improving 
the quality of capital, with the ultimate aim 
to obtain a higher loss-absorption capacity. 

The BMA proposed adopting the much 
stricter Basel III definition of capital where 
common equity and retained earnings 
would be the predominant component of 
tier 1 capital instead of debt-like instru-
ments. These adoptions would likely 
require the raising of significant additional 
capital by Bermuda banks, along with 
increased retention of profits (e.g. through 
reduced dividends) and with the increased 
focus on loss absorbency criteria, less flex-
ibility for the BMA to allow capital instru-
ments to be included in tier 1 or 2 capital.

Increased quantity of capital: Basel 
III contains various measures aimed at 
increasing the level of capital held by 
banks, as well as providing counter cycli-
cal measures. The BMA noted that the 
minimum common equity tier 1 capital will 
be increased from 2% to at least 4.5% of 
total risk weighted assets (“RWA”) plus a 
capital conservation buffer of 2.5% bring-
ing the total common equity requirements 
to 7.0% of RWA. The minimum total capital 
will increase from 8.0% to 10.5% of RWA, 
including the conservation buffer. There-
fore banks will face a significant additional 
capital requirement and the bulk of this 
shortfall will need to be raised as common 
equity or otherwise by retaining earnings. 
These capital changes will gradually be 
phased in from 2015 to 2019.

Reduced leverage through introduction 
of a leverage ratio which acts as a non risk 
sensitive backstop measure to reduce the 
risk of buildup of excessive leverage in the 
institution and in the financial system as a 
whole. The leverage ratio will be calculated 
as tier 1 capital divided by total assets. The 
BMA noted that banks in Bermuda will be 
required to maintain a minimum leverage 
ratio limit of 6% in 2015 rising to 7% in 
2016. The introduction of the leverage ratio 
could lead to reduced lending and is a clear 
incentive for banks to strengthen their 
capital position.

Increased short-term liquidity cover-
age: The BCBS has further strengthened 
its liquidity framework by developing two 
minimum standards for funding liquidity. 

First, the 30 day liquidity coverage ratio 
(“LCR”) aims at ensuring banks have 
enough funding resources available over 
the next 30 days thereby requiring banks 

to have sufficient liquid assets to cover 
30 days of expected net liquidity out-
flows. The LCR is intended to promote 
short-term resilience to potential liquidity 
disruptions and will help ensure that banks 
have sufficient high-quality liquid assets 
to withstand a stressed funding scenario 
specified by supervisors. However, as the 
LCR requires banks to hold significantly 
more liquid, low yielding assets, this could 
have a negative impact on profitability and 
restrict investment activity and the use 
of cash. The BMA noted that this will be 
phased in gradually from 2015 to 2019.

Secondly, the Net Stable Funding Ratio 
(“NSFR”) aims to ensure that banks have 
enough funding resources over the next 12 
months to provide for the expected fund-
ing needs over the same period. The BMA 
has decided to delay the formal reporting 
of the NSFR in Bermuda.

Basel IV: Even before Basel III is fully 
implemented, ‘Basel IV’ may be emerging. 
Developments in recent months lay the 
groundwork as some countries are already 
beginning to impose requirements that 
go beyond Basel III; the US and Europe 
are requiring banks to meet minimum 
capital ratios even after the impact of 
severe stress; Switzerland, the US and the 
UK have set a minimum leverage ratio at 
above 3 percent; others (Australia and UK) 
are insisting that ‘Pillar 2’ capital add-ons 
are met through higher quality capital; 
and finally, countries such as the US and 
the UK are pushing for tougher liquidity 
standards. 

Please note that at the time of publication, the 
Bermuda Basel III provisions continue to be 
developed.
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“The adoption of these new 
standards is important to protect 
the interests of depositors, 
the Bermuda financial 
system, and the reputation of 
Bermuda’s banking market and 
its participants.” –Bermuda 
Monetary Authority

By 
Craig Bridgewater

Head of Investments & Banking

Paull Davis
Manager, Advisory
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Effective Governance, 
Driving Strategy
Banks must take a more strategic and forward-looking 
approach, shifting to a more customer-centric approach and 
taking a more outcomes-driven view of customer satisfaction.
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O
ne of the key lessons learned from the financial crisis 
was that the governance of many banks was ineffec-
tive, resulting in poor quality decision-making and risk 
oversight by bank boards. This led to the conclusion 
that fundamental change is required across all aspects 

of risk governance. Regulators have begun to define what good 
risk governance looks like, while banks have begun to move to-
wards higher governance standards.

Management, working with the board of 
directors, needs to redefine their busi-
ness strategy and set the risk appetite 
and risk culture. They will need radically 
different management information to 
monitor progress against strategy and to 
manage the risks, which only significant 
investments in core and critical systems, 
as well as emerging analytic technolo-
gies, will provide.

Regulators are requiring banks to report 
an increasing amount and granularity of 
data. Every new regulation brings with 
it additional reporting requirements, as 
does the increase in supervisory intensity 
and coverage, and the growing empha-
sis on stress and scenario testing. This 
places considerable costs on banks in 
terms of the people, systems and quality 
assurance processes necessary to sup-
port this reporting.

In addition there is increased focus on 
individual responsibility for reported data, 
on banks’ internal assurance processes 
(including the role of internal audit), and 
on governance (including how a bank’s 
non-executive directors gain assurance 
about the quality of reported data), 
thereby resulting in significant pres-
sure on management and the board to 
understand the drivers behind the results 
reported and to make sound decisions as 
a result of that understanding. 

Banks therefore need to be able to 
produce and use high quality manage-
ment information both routinely and in 
response to emerging risks as an input to 
high quality decision making.

Banks should be reviewing:
•	 The quality and harmonisation of the 

risk data they collect;

•	 Their ability to aggregate risk data 
effectively;

•	 The use of IT to streamline data 
management and to make it more 
efficient—it will be too expensive to 
rely on manual processes and work-
arounds; and

•	 The internal reporting of aggregated 
risk data, to both senior management 
and the Board, and the use of this 
information for decision-making.

Banks need to do more in the area of risk 
and governance. New risk management 
and risk reporting procedures are being 
introduced, but roles and responsibilities 
have not always been fully determined 
and documented. Most banks have not 
yet reached a stage where management 
and the risk management function to-
gether are strategic and forward-looking.

Strategy
In today’s business environment, banks 
must take a more strategic and forward-
looking approach, shifting to a more 
customer-centric approach and taking a 
more outcomes-driven view of customer 
satisfaction.

Banks face multiple pressures to recon-
sider their strategies, business models 
and operating structures. These range 
from structural separation requirements 
to bail-in liabilities, and from capital 
requirements to liquidity. For customers 
of banks the impact of these changes is 
stark – banking products and services are 
becoming more expensive, and in some 
cases the availability of products and 
services has been constrained.

Banks need to create a viable business 
model with a financial model that can 

support the costs of the new capital and 
liquidity requirements; and an operating 
model that delivers both efficiency and 
the flexibility to respond to the changing 
needs of customers and advancements 
in technology. Consideration should be 
given to those business activities that can 
succeed in the new financial and regula-
tory environment, and to which activities 
are ‘non-core’ or ‘marginal’ as a result.

The risk of not focusing on improvement 
and evolving is significant. The competi-
tion is assuredly moving ahead. Without 
a defined and well implemented strategy, 
a bank is likely to be left behind - in terms 
of efficiency, reputation and financial suc-
cess.

The strategy must be in line with the 
company’s vision. The vision is the aspira-
tion. It should inspire all stakeholders and 
create a shared sense of purpose. The 
vision should define what the bank stands 
for and why it exists. It should also define 
what the bank aspires to become, to 
achieve and to create. A vision should be 
concise, direct and memorable so that all 
stakeholders are clear on the company’s 
direction and aims. 

The vision should then be supported 
by core values or guiding principles. 
These are deeply held beliefs that do not 
change. They outline what is sacred to 
the company and what must not change. 
Companies that enjoy enduring success 
have a strong vision and core values that 
remain fixed while their underlying strat-
egy endlessly adapts to a changing world.

The strategy is then defined to describe 
how you will achieve your vision, in ac-
cordance with your guiding principles. For 
example, a strategy defines how the bank 
is going to be different from the competi-
tion; how the bank will deliver a unique 
mix of value to your customers; and how 
the bank will attract customers and how it 
will serve their needs. All decisions made 
by the company from this point must con-
sider the strategy in order for alignment 
to be achieved. This will require manage-
ment to make trade-offs and agree on 
what the bank will do, as well as what it 
will not do.

By 
Neil Patterson

Chairman

Alexandra McInnes
Senior Manager, Banking Advisory
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BACKGROUND
The Bermuda banking sector is made 
up of four banks of different sizes and 
different levels and types of services, the 
participants being: HSBC Bank Bermuda 
(“HSBC”); The Bank of N.T. Butterfield & 
Son (“Butterfield”); Clarien Bank (“Clar-
ien”) formerly Capital G Bank; and Ber-
muda Commercial Bank (“BCB”). 

These differences make direct compari-
sons difficult. This survey is intended to 
highlight and discuss trends in the sector 
and discuss some of the common chal-
lenges market participants face in the 
short term. The source of all the financial 
information is the audited financial state-
ments of each entity or calculations using 

such information. 

The reporting periods for the banks and 
their focuses are not consistent, and as 
such it is important to consider the infor-
mation below when making comparisons:

•	 HSBC is part of a large global bank-
ing network. HSBC has a December 
31 year end and prepares its financial 
statements in accordance with Inter-
national Financial Reporting Standards 
(“IFRS”).

•	 Butterfield is listed on the Bermuda 
Stock Exchange and has a December 
31 year end. Butterfield prepares its 
financial statements in accordance 

with accounting principles generally 
accepted in the U.S..

•	 Clarien has largely had a residential 
lending focus to date and has a De-
cember 31 year end. Clarien prepares 
its financial statements in accordance 
with IFRS.

•	 BCB’s year end is September 30 and 
its financial statements are prepared 
in accordance with IFRS. BCB does 
not have a significant investment in 
loan assets.

•	 All amounts disclosed are in thou-
sands (000’s) of Bermuda dollars. 

2013 AT A GLANCE
Bermuda’s banks were all profitable in 2013 for a third consecutive 
year despite a continuing economic recession in Bermuda, and a 

global low interest rate environment continuing to impact the ability 
to earn revenue.
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BALANCE SHEET
The balance sheets of the banks remained 
fairly consistent in size and composition, 
with the exception of HSBC’s balance 
sheet, which grew by approximately $1 
billion, or 7% since the end of 2012. The 
composition of HSBC’s assets also shifted 

slightly. Loans and advances to custom-
ers reduced due to repayment of term 
loans during the year. These funds were 
re-invested in financial investments, along 
with the growth in deposits. 

Clarien remained the most highly invested 
(77%) in loans to customers. 

PROFITABILITY
Profitability of banks globally is under 
pressure due to the low interest rate 
environment, as well as a trend towards 
more liquid, lower risk, lower yield invest-
ments in the wake of the financial crisis, 
and in order to react to regulatory capital 
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2013

2012

Loans to 
other banks
$4,405,978

Financial 
Investments
$6,303,029

Financial 
Investments
$4,638,894

Loans to 
customers
$3,088,064

Loans to 
customers
$3,666,811

Other 
$381,361

Other 
$375,314

Loans to 
other banks
$4,562,064

2013

2012

Loans to 
other banks
$1,730,472

Loans to 
other banks
$1,542,526

Financial 
Investments
$2,613,643

Financial 
Investments
$2,881,704

Loans to 
customers
$4,088,225

Loans to 
customers
$3,955,960

Other 
$452,819

Other 
$438,475

Figure 2: Composition of Total Assets

HSBC Bermuda Butterfield
2013

2012

Loans to 
other banks

$48,013

Financial 
Investments

$265,264

Financial 
Investments

$208,918

Loans to 
customers
$942,624

Loans to 
customers
$970,940

Other 
$123,888

Other 
$76,093

Clarien
2013

2012

Loans to 
other banks

$192,615

Loans to 
other banks

$226,914

Financial 
Investments

$252,613

Financial 
Investments

$256,763

Loans to 
customers

$78,049

Loans to customers
$34,159

Other 
$54,173

Other 
$68,397

BCB

Figure 1: Total Assets

By 
Craig Bridgewater

Head of Investments & Banking

Richard Hobday
Senior Manager, Banking
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pressures. The severe impact of the low 
interest rates is clearly evident in Figure 4, 
looking back to the sharp decline since the 
start of the financial crisis. 

Bermuda’s banks have been under addi-
tional pressure due to Bermuda’s eco-
nomic recession and the related impact on 
impaired loans and impairment charges. 
This is evidenced in the sharp increase in 
the percentage of impaired loans of those 
banks actively engaged in lending illus-
trated in Figure 5.  

Despite this, all four of Bermuda’s banks 
have managed to maintain profitability 
over the last three years.

With no real indication that interest rates 
are on the increase, or that the economic 
tides in Bermuda are changing, profit-
ability will likely remain under pressure 
in the foreseeable future. The additional 
compliance costs associated with regula-
tory changes such as FATCA, Anti-Money 
Laundering, enhanced Know-Your-Custom-
er regulations and Basel III, will also have 
an impact on profitability going forward.

To combat the lower net interest margin 
being earned, many of the banks have 
sought other sources of revenue, primarily 
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fee income. In January 2014, Butterfield 
announced their purchase of a Guernsey-
based trust and fiduciary services com-
pany. While BCB, did not make any direct 
acquisitions in 2013, its parent company, 
Somers Group did. This follows on from 
BCB’s amalgamation with Paragon Trust 
Services Limited, and Charter Corporate 
Services Limited in 2012. These transac-
tions are expected to have a positive 
impact on fee revenues.

Clarien was subject to a change of owner-
ship early in 2014. The new owners have 
made it clear that they are focused on 
expansion into new lines of business and 
markets.

CAPITAL ADEQUACY
Despite the difficult times the capital ratios 
of the Banks remain strong, exceeding 
international industry standards. It should 
be noted, as it has been in prior years, that 
the BMA does require Bermuda based 
banks to maintain a premium above the 
international standards in order to compen-
sate for the concentration risk associated 
with lending in the Bermuda market and 
the absence of a central bank. 

Banks are required to disclose informa-
tion about their capital, risk exposures, 
risk assessment processes, and capital 
adequacy. These disclosures, known as 

the Capital and Risk Management Pillar III 
disclosures, allow informed market partici-
pant to gauge the capital adequacy of the 
banks, and are available on the websites of 
each of the four banks in Bermuda.

Capital adequacy and risk management 
will continue to be closely monitored by 
regulators worldwide in the lead up to 
the implementation of Basel III, which is 
expected to increase bank capital require-
ments.
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Figure 7: Equity as Percentage of Total Assets

Bank 2010 2011 2012 2013

HSBC Bermuda 31% 33% 28% 21%

Butterfield 16% 18% 19% 20%

Clarien 17% 14% 13% 13%

BCB 27% 32% 26% 22%

Figure 6: Basel II Tier 1 Capital Ratio
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